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SAR REQUESTS – Applies to Patients Requesting Information from their Medical Records

1. Request obtained for Patient Confidential Data 

2. Confirm identity – Check Name, DOB, Address, Telephone Number, Email address – all should match patients details within their records and obtain physical ID evidence (* see appendix for more info.) 

3. Record request and set deadline for completion of 28 days

4. Ascertain that the information is appropriate to release – seek advice from DPO if unsure

5. Offer Patient Online Access to Detailed Coded Record – does this meet patient requirements? – if yes;

a. Arrange for a GP to view records and ensure safe for patient to view and activate the DCR – the request is completed

6. If no, ascertain exactly what is required – this may mean the patient needs to view their medical records to select items;

a. Arrange for a GP to view records and ensure safe for patient to view

b. Arrange a viewing in Deputy Manager’s Office under supervision of an administrative member of staff where the patient can highlight documents they wish to have a copy of

7. Ascertain mode for release of data;

a. Paper Copy – copy and release directly to the patient face to face within 28 days of initial request 

b. Email to non-NHS account – see below guidelines

Send the recipient the Accessing Encrypted Emails Guide (PDF) so they can register for the service 

Once the recipient of the information has registered for the encryption service and confirmed to the sender this is complete, sensitive data can be sent within an email or as an attachment subject to local governance policies 

Follow the steps below to send an initial encrypted email but do not include patient or sensitive information the first time. This is to ‘set-up’ the secure channel of communication and ensure the correct recipient has successfully received the email. If it is an incorrect recipient, data has not been compromised. 

To send an encrypted email: 

· Log in to your NHSmail account (either via an email client such as Outlook or via the web portal at www.nhs.net) 

· Create a new email message in the normal way 

· In the Subject field of the email, enter the text [secure] before the subject of the message. The word secure must be surrounded by the square brackets for the message to be encrypted. If square brackets 

· aren’t used, the content of the email will be sent in plain text and may potentially be exposed to interception or amendment. 

· Type the message 

· Include a “disclaimer” within the email affirming that your Practice accepts no liability for any breach of confidentiality that results from sending emails to unsecure environments unless there has been a clear error by the GP Practice (e.g. sent to wrong email address) 

· Click on Send to send the message. The service will then encrypt the message and deliver it to the intended recipient An unencrypted copy will be saved in your Sent Items folder. 

· Any replies received will be decrypted and displayed as normal in NHSmail. 

Note: [secure] is not case sensitive and [SECURE] or [Secure] for example could also be used. 

PROOF OF IDENTITY

Please indicate how proof of ID has been confirmed. Please select ‘A’ or ‘B’:

	
	Method in which identity is

confirmed
	Option taken
	Documents attached

	A 


	Attached copies of documents as

noted in section 4A below


	Yes/No
	If Yes, please indicate here which documents have been attached



	B 


	Counter signature (Section 4B). This should only be completed in exceptional circumstances (e.g. in cases where the above cannot be provided)


	Yes/No
	Please indicate reason why this section was completed




4A – Evidence

Evidence of the patient’s and/or the patient’s representative’s identity will be required.

Please attach copies of the required documentation to this application form. Examples

of required documentation are:

	
	Type of applicant


	Type of documentation

	A
	An individual applying for his/her

own records
	One copy of identity required.

E.g. copy of birth certificate, passport, driving licence, plus one copy of a utility bill or medical card, etc.

This information should match the patient’s details on their medical records.

	B
	Someone applying on behalf of an

individual (Representative)


	One item showing proof of the patient’s identity and one item showing proof of the

representative’s identity (see examples in ‘A’ above)

	C
	Person with parental responsibility

applying on behalf of a child
	Copy of birth certificate of child & copy of correspondence addressed to person with parental responsibility relating to the patient

	D
	Power of Attorney/Agent applying on behalf of an individual
	Copy of a court order authorising Power of Attorney/Agent plus proof of the patient’s identity (see examples in ‘A’ above)


4B – Counter signature

This section is to be completed by someone (other than a member of your family) who

can vouch for your identity. This section may be completed if 4A cannot be fulfilled.

I (insert full name).................................................................................................................

certify that the applicant (insert name).................................................................................

has been known to me personally as .......................................... for ..........................years

(insert in what capacity, e.g. employee, client, patient, relative, etc.)

and that I have witnessed the signing of the above declaration. I am happy to be contacted if

further information is required to support the identity of the applicant as required.

Signed............................................................................... Date...........................................

Name................................................................... Profession..............................................

Address................................................................................................................................

...............................................................................................................................................

Daytime telephone number.................................................................................................
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